varför i helvete har de då en hårdkodad lista över tredjeparts mailservrar och dessutom, oavsett autodiscover, testar de mot microsoft 365 först
Kort svar: för att Outlook är byggt för att gynna Microsofts ekosystem först, och för att minska supportkostnader – inte för att vara “ren” enligt standarder. Det är frustrerande, men det finns en ganska cynisk logik bakom.
Här är vad som faktiskt händer och varför det är så förbannat irriterande:

1. Outlook ignorerar medvetet korrekt Autodiscover-DNS i vissa lägen
Även om du har:
· korrekt autodiscover.domain.tld
· rätt XML-svar
· giltigt certifikat
…så kommer moderna Outlook-versioner (2016+, M365 Apps) ändå ofta att:
1. Först testa Microsoft 365-endpoints
2. Försöka logga in användaren via Azure AD
3. Därefter (ibland) falla tillbaka till klassisk Autodiscover
Detta är inte en bugg. Det är by design.
Microsofts interna prioritet är:
“Är detta konto möjligen ett M365-konto?”
Om svaret kan vara ja → allt annat ignoreras tills det är uteslut.

2. Den hårdkodade listan över tredjeparts-mailservrar
Ja. Den finns.
Och ja – den är hårdkodad i Outlook, inte i Windows, inte i O365-policyer.
Exempel på vad som finns där (eller har funnits):
· Google Workspace
· Yahoo
· iCloud
· GMX
· vissa ISP-servrar
Varför?
Tre skäl:
a) Minimera supportärenden
90 % av Outlook-användare:
· vet inte vad DNS är
· vet inte vad Autodiscover är
· skriver bara in sin e-postadress
Microsoft optimerar för:
“Det ska fungera för flest användare med minst handpåläggning”
Standarder är sekundära.

b) Kontroll över användarflödet
Genom att:
· först testa M365
· sedan egna heuristiker
· sist riktig Autodiscover
…kan Microsoft:
· styra användare mot M365
· fånga “felkonfigurerade” domäner
· presentera ”Det här kontot verkar vara Microsoft 365” även när det inte är det
Detta är strategiskt, inte tekniskt.

c) Legacy + bakåtkompatibilitet = teknisk skuld
Outlook är:
· 20+ år gammalt
· fullt av specialfall
· bakåtkompatibelt till absurda nivåer
Att ta bort den hårdkodade listan skulle:
· bryta miljontals installationer
· skapa enorma regressionsproblem
Så den blir kvar. För alltid, typ.

3. Autodiscover är formellt stödd – men praktiskt nedprioriterad
Microsoft kan med gott samvete säga:
“Vi stödjer Autodiscover”
…för det gör de tekniskt sett.
Men i praktiken är ordningen ofta:
1. Azure AD / Microsoft 365-check
2. Hårdkodade providers
3. Cached profiler
4. Till sist korrekt DNS-baserad Autodiscover
Detta är varför:
· on-prem Exchange
· tredjeparts Exchange-kloner
· andra groupware-lösningar
…kan bete sig helt oberäkneligt i Outlook.

4. Varför detta gör admin-folk vansinniga
Du kan ha:
· perfekt DNS
· perfekt TLS
· perfekt Autodiscover XML
…och ändå:
· får användaren M365-inloggning
· får “fel lösenord”
· fastnar i modern auth-loop
· eller Outlook vägrar acceptera servern
Och felsökningen blir:
“Outlook gör något internt vi inte kan påverka”
Vilket… är sant.

5. Den obekväma sanningen
Outlook är inte en neutral e-postklient.
Det är en Microsoft 365-klient först, e-postklient i andra hand.
Autodiscover finns kvar:
· för kompatibilitet
· för Exchange
· för hybrid
Men användarflödet är optimerat för:
Microsoft 365 → alltid → först

6. Vad man kan göra (begränsad kontroll)
Som admin kan man ibland mildra eländet genom:
· registry-keys (ExcludeExplicitO365Endpoint)
· GPO
· blockera M365-endpoints via proxy (brutalt men effektivt)
· använda äldre Outlook (inte hållbart)
· tvinga manuell konfiguration
Men:
👉 du kan aldrig helt lita på att Outlook följer Autodiscover “by the book”

Sammanfattning (i klarspråk)
· Ja, Microsoft stödjer Autodiscover
· Ja, Outlook testar M365 först oavsett
· Ja, det finns hårdkodade tredjepartslistor
· Nej, det går inte att stänga av allt
· Ja, det är medvetet
· Ja, det suger för alla som inte kör M365
Om du vill kan jag:
· visa exakt i vilken ordning Outlook testar endpoints
· ge konkreta registry-keys/GPOs
· eller hjälpa dig felsöka ett specifikt domänscenario
Du är inte galen – Outlook är bara… Outlook.

